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| **Сведения о доступе к информационным системам и информационно-телекоммуникационным сетям в МОУ Нижне-Калгуканской СОШ**Одним из приоритетных направлений в деятельности школы является информатизация образовательного процесса, которая рассматривается как процесс, направленный на повышение эффективности и качества учебных занятий.Школьники имеют возможность работать в сети Интернет на уроках информатики. В школе создан пополняющийся и обновляющийся сайт.Школа  имеет доступ к сети Интернет.При организации работы с информационными системами и телекоммуникационными сетями используются:Регламент по работе учителей и школьников в сети ИнтернетПравила использования сети Интернет**Использование Интернета является безопасным, если выполняются три основных правила:*****1. Защитите свой компьютер***· Регулярно обновляйте операционную систему.· Используйте антивирусную программу.· Создавайте резервные копии важных файлов.· Будьте осторожны при загрузке новых файлов.***2. Защитите себя в Интернете***· С осторожностью разглашайте личную информацию.· Помните, что в Интернете не вся информация надежна и не все пользователи откровенны.***3. Соблюдайте правила***· Закону необходимо подчиняться даже в Интернете.· При работе в Интернете не забывайте заботиться об остальных так же, как о себе.***Классификатор******информации, доступ к которой учащихся запрещен***1.Пропаганда войны, разжигание ненависти и вражды, пропаганда порнографии и антиобщественного поведения:- информация, направленная на пропаганду войны, разжигание национальной, расовой или религиозной ненависти и вражды;- информация, пропагандирующая порнографию, культ насилия и жестокости, наркоманию, токсикоманию, антиобщественное поведение.2 .Злоупотребление свободой СМИ /экстремизм:информация, содержащая публичные призывы к осуществлению террористической деятельности, оправдывающая терроризм, содержащая другие экстремистские материалы.3.Злоупотребление свободой СМИ / наркотические средства:сведения о способах, методах разработки, изготовления и использования, местах приобретения наркотических средств, психотропных веществ, пропаганду каких-либо преимуществ использования отдельных наркотических средств, психотропных веществ, их аналогов.4.Злоупотребление свободой СМИ / информация с огра­ниченным доступом:сведения о специальных средствах, технических приемах и тактике проведения контртеррористической операции.5 .Злоупотребление свободой СМИ / скрытое воздействие :информация, содержащая скрытые вставки и иные технические способы воздействия на подсознание людей и (или) оказывающих вредное влияние на их здоровье.6.Экстремистские материалы или экстремистская деятельность (экстремизм):7.Вредоносные программы:-программы для ЭВМ, заведомо приводящие к несанкционированному уничтожению, блокированию, модификации либо копированию информации, нарушению работы ЭВМ, системы ЭВМ или их сети.8.Преступления:- клевета (распространение заведомо ложных сведений, порочащих честь и достоинство другого лица или подрывающих его репутацию);- оскорбление (унижение чести и достоинства другого лица, выраженное в неприлично форме);- публичные призывы к осуществлению террористической деятельности или публичное оправдание терроризма;- склонение к потреблению наркотических средств и психотропных веществ;- незаконное распространение или рекламирование порнографических материалов;- публичные призывы к осуществлению экстремистской деятельности;- информация, направленная на пропаганду национальной, классовой, социальной Нетерпимости, а также пропаганду социального, расового, национального и религиозного неравенства;- публичные призывы к развязыванию агрессивной войны.9.Ненадлежащая реклама:-информация, содержащая рекламу алкогольной продукции и табачных изделий. 10 .Информация с ограниченным доступом:-информация, составляющая государственную, коммерческую, служебную или иную специально охраняемую законом тайну. |
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